JRBAN ACCOUNT APPLICATION PROCEDURES

1.
When to request an account.  An account applicant may be submitted no more than 30 days before the expected arrival date of incoming personnel, with optimal timing being about one week before arrival.

2.
Who may request an account.  The immediate or second level supervisor of the incoming person may request an account for that person.  The exception to this policy is Flag and Senior Officers, Command Master Chiefs, and personnel who report directly to a Flag Officer.  An Aide, Executive Assistant, Flag Writer, or Administrative Assistant may request accounts for these people.

3.
How to request an account.  JRBAN NIPRNET and SIPRNET account applications are located in the JRBAN folder of the NAVREG Far East public Outlook folder. The account application must be the latest application version, completed in its entirety, and signed by the appropriate personnel.  An account application for an incoming person will cause the Help Desk to create a disabled account.  The account will be enabled when the person arrives, has received IA Awareness training, and has signed both the User Agreement and account application.  In the case of a SIPRNET account, the individual’s command Security Manager must also sign the SIPRNET application, thereby stating the person has been granted access to Secret material within that command.  The recommended method for establishing network accounts for incoming personnel is to fax the partially completed applications to JRNOC (243-4062) and to retain the original applications for completion upon arrival of the personnel.

4.
Data required for an account request.  Each field on the new account application must be complete and the necessary attachments (denoted on the application) must be included for an account to be enabled.


For incoming personnel, note the anticipated arrival date on the partially completed application submitted to JRNOC for account creation.


For TAD and reservist personnel, note the anticipated departure date in the PRD field of the application.


In the Requests and Special Needs section of an application, note distribution lists (e.g. ALL_CNFJ), group email (e.g. CTF74_QMOW), etc., for the applicant.


Each JRBAN customer command has an appointed JRBAN ISSO.  That individual must sign each application.  If the appointed ISSO is not available, the JRNOC ISSM (243-4064/3883) may sign the application.


The Security Officer signature on SIPRNET applications must an individual on file with JRNOC as having authority to sign for the customer command’s Security Manager.

5.
Modifying an account request.  If information on an incoming user changes, make the corrections on the retained original application.

6.
Assessing training needs.  The parent command is responsible for providing/funding IS training (e.g. PowerPoint, Outlook) needed by new personnel to ensure their productivity.
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